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AVI1Z
referitor la propunerea legislativa privind utilizarea
obligatorie a mecanismului national de identitate digitala
ROelD si standardizarea autentificirii electronice In
administratia publica

Analizind propunerea legislativd privind utilizarea
obligatorie a mecanismului national de identitate digitald ROelD si
standardizarea autentificirii electronice in administratia publica
(b664/08.12.2025), transmisd de Secretarul General al Senatului cu
adresa nr. XXXV/6961/15.12.2025 si Inregistratdi la Consiliul
Legislativ cu nr. D1150/16.12.2025,

CONSILIUL LEGISLATIV

[n temeiul art. 2 alin. (1) lit. a) din Legea nr. 73/1993, republicat3,
si al art. 29 alin. (3) din Regulamentul de organizare gi functionare a
Consiliului Legislativ,

Avizeazi favorabil propunerea legislativd, cu urmaétoarele
observatii si propuneri:

1. Propunerea legislativd are ca obiect stabilirea cadrului normativ
pentru utilizarea mecanismului national de identificare digitala ROeID
sau a unui serviciu de identificare electronicid acreditat, in toate
platformele digitale ale autorititilor si institufiilor publice, in vederea
autentificdrii si identificarii electronice a persoanelor care utilizeazi
serviciile electronice publice.

2. Prin continutul sdu normativ, proiectul face parte din categoria
legilor ordinare, iar In aplicarea prevederilor art. 75 alin. (1) din
Constitutia Romaniei, republicati, prima Camer3 sesizati este Senatul.

3. Mentiondm c4, prin avizul pe care il emite, Consiliul Legislativ
nu se pronuntd asupra oportunititii solutiilor legislative preconizate.
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4. Avand in vedere intinderea redusi a prezentului proiect (doar
11 articole), consideriim ci gruparea acestora in capitole nu se justifica,
cu atit mai mult cu cit capitolele ITI, V si VI sunt alcatuite dintr-un
singur articol. .

5. Semnaldm cd, in timp ce 1n titlu §i in cuprinsul art. 1 se vorbeste
despre ,utilizarea obligatorie a mecanismului national de identitate
digitald ROeID”, art. 3 alin. (4) stabileste cd ,,Utilizarea de cétre
beneficiarii serviciilor electronice publice a mecanismului nafional de
identitate digitald ROelID sau a serviciului de identificare electronicd
acreditat este voluntard”. Prin urmare, este necesard eliminarea
termenului ,,obligatorie”, inclusiv din titlul proiectului.

6. Din punct de vedere terminologic, raportat la obiectul prezentei
propuneri legislative, inclusiv in ceea ce priveste definitiile propuse la
art. 2, precizdm ca Regulamentul (UE) nr. 910/2014 defineste, la art. 3,
urmatoarele notiuni: ,

- sistem de identificare electronica - ,,sistem pentru identificarea
electronicd in care sunt emise mijloace de identificare electronici
pentru persoane fizice sau juridice ori pentru persoane fizice care
reprezintd alte persoane fizice sau persoane juridice” (pct. 4);

- mijloc de identificare electronici - ,unitate materiald si/sau
imateriald care contine date de identificare personald si care este
Jfolositd in scopul autentificdrii pentru un serviciu online sau, dupd
caz, pentru un serviciu offline” (pct. 2);

- portofel european pentru identitatea digitala - ,mijloc de
identificare electronicd care permite utilizatorului sa stocheze, sd
gestioneze si sd valideze in conditii de sigurantd datele de identificare
personald si atestatele electronice ale atributelor cu scopul de a le
furniza beneficiarilor §i altor utilizatori ai portofelelor europene pentru
identitatea digitald si sd semneze prin intermediul semndturilor
electronice calificate sau sd sigileze prin intermediul sigiliilor
electronice calificate” (pct. 42).

De asemenea, Regulamentul (UE) nr. 910/2014 reglementeazi
certificarea, de catre organisme de evaluare a conformitatii desemnate
de statele membre, a portofelelor europeme pentru identitatea
digitala si a sistemului de identificare electronici in cadrul ciruia
sunt furnizate (art. 5c¢), precum si a sistemelor de identificare
electronicd (care fac obiectul notificirii) cu cerintele privind
securitatea ciberneticd (art. 12a), certificare valabila pentru o
perioadi de maximum cinei ani, cu conditia efectudrii unei evaludri a




vulnerabilititii la fiecare doi ani, si care este anulatd In cazul in care
este identificatd o vulnerabilitate, iar aceasta nu este remediata.

7. La art. 1 alin. (1) - (3), in redactarea propusi, texiele reiau in
mod cumulativ atit scopul reglementarii, cat si o enumerare de mésuri
si elemente de continut, precum §i una dintre finalitatile urmaérite. O
asemenea structurd conduce la suprapuneri cu articolele ulterioare, unde
aceleasi elemente sunt dezvoltate normativ.

Prin urmare, in aplicarea cerinfelor de claritate, concizie si
sistematizare ale actului normativ, recomandiam delimitarea neta intre
articolul introductiv, care trebuie si formuleze sintetic scopul legii, si
dispozitiile ulterioare, care reglementeazd detaliat institutiile,
obligatiile si interdictiile.

Totodata, recomanddm ca trimiterea la normele Uniunii Europene
in materie sd vizeze actul de bazi, respectiv Regulamentul (UE)
nr. 910/2014.

In acest sens, pentru concizie, recomandim eliminarea alin. (2) si
(3) si concentrarea alin. (1) si (3) intr-un singur alineat, care ar putea
avea urmdatorul cuprins:

»Art. 1. — Prezenta lege stabileste cadrul normativ privind
utilizarea mecanismului national de identitate digitalda ROelID in
platformele digitale ale autorititilor si institutiilor publice si pentru
standardizarea la nivel national a mecanismelor de autentificare
electronicd, In scopul alinierii sistemului national de identitate
digitali la prevederile Regulamentului (UE) nr. 910/2014 al
Parlamentului European si al Consiliului din 23 iulie 2014 privind
identificarea electronicd si serviciile de 1imcredere pentru
tranzactiile electronice pe piata interna si de abrogare a Directivei
1999/93/CE”.

8. La art. 2 lit. a) si b), sub rezerva precizérilor de la pct. 6 al
prezentului aviz, formuldm urmitoarele observatii si propuneri:

La alin. a), considerdm cd formularea ,sistemul national
informatic de identificare si autentificare electronica (...) care asigura
serviciile de identificare electronicd” este improprie unui stil normativ
riguros. De asemenea, norma vizeazd doar ,cetdtenii”, desi art. 3
alin. (3) are o sferd mai largd de utilizatori, in vreme ce formularea
,identificare electronicd digitald” este pleonasticd. Prin urmare,
recomanddm urmétoarea formulare a normei:

,,4) mecanismul national de identitate digitald ROelD — sistem
informatic national, administrat de Autoritatea pentru Digitalizarea
Romaéniei, care furnizeaza servicii de identificare si autentificare
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electronicd in vederea accesului la platformele digitale publice,
pentru persoanele prevazute la art. 3 alin. (3),”.

La lit. b), textul preconizat prevede, in esentd: ,,serviciu (...) =
sistem informatic care furnizeazi un serviciu”. Apreciem cd definitia
propusid amesteci notiunile de ,serviciu” si ,,sistem”; prin urmare,
propunem urmatoarea formulare:

,b) serviciu de identificare electronicd acreditat - serviciu de
identificare si autentificare electronicd care respectd prevederile
Regulamentului (UE) nr. 910/2014;”.

La lit. c), referitor la definifia propusd, mentiondm ca site-ul
roeid.ro defineste expresia ,,Single sign-on” drept o ,mefodd de
autentificare care vd permite sd accesati mai multe aplicatii sau servicii
utilizdnd aceleasi acreditdri (nmume de utilizator si parold). Prin
utilizarea SSO, vd autentificati o singurd datd pentru a accesa mai
multe aplicatii si servicii, in loc sd vd conectati separat pentru fiecare.”.
Prin urmare, sugerdm reformularea normei dupd cum urmeaza:

,,C) single sign-on - mecanism de autentificare electronica prin
care un utilizator se autentifica o singura data, utilizind aceleasi
credentiale, pentru a accesa mai multe aplicatii informatice si/sau
servicii electromice, fira autentificare separatid pentru fiecare
dintre acestea.”.

La lit. d) si €), pentru un plus de rigoare normativa, recomanddm
urmétoarea formulare:

»d) platformd digitala publicd - sistem informatic furnizat ori
administrat de o autoritate sau institutie publicd, prin intermediul
ciruia se furnizeazi servicii electronice publice si care implicd
identificarea si autentificarea persoanelor previzute la art. 3 alin. (3)
pentru accesarea serviciilor respective;

e) entitdti publice — autoritatile si institutiile publice centrale si
locale, precum si entitatile aflate in subordonarea, coordonarea sau
sub autoritatea acestora”.

9. La art. 3 alin. (2) teza intdi, semnaldm ci utilizarea verbului
»poate” in expresia ,,ADR poate acredita” este susceptibild de
interpretdri diferite, in sensul cé poate exprima fie o competentd
facultativd/discretionard a ADR de a acorda acreditarea, fie o
competentd condifionatd, in sensul obligativititii acordarii acreditarii In
cazul indeplinirii conditiilor previzute de lege. Pentru asigurarea
claritatii si previzibilititii normei, recomandim reformularea alin. (2)
in sensul precizirii fard echivoc a naturii competentel ADR, respectiv
facultativa sau obligatorie conditionat.
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La alin. (2) teza a doua, precizdm cd, potrivit Regulamentului
(UE) nr. 910/2014, in ceea ce priveste portofelele europene pentru
identitatea digitala si sistemul de identificare electronica in cadrul
ciruia sunt furnizate, certificarea acestora este valabild pentru o
perioadi de maximum cinci ani, cu conditia efectudrii unei evaluari a
vulnerabilititii la fiecare doi ani. In cazul in care este identificati o
vulnerabilitate si aceasta nu este remediatd In timp util, certificarea
respectiva este anulata.

De asemenea, semnaldam cd expresiile ,,normele europene in
materie de autentificare si identificare electronicd eIDAS” si, respectiv,
,,standardele tehnice eIDAS” sunt, prin caracterul vag, lipsite de
precizie si previzibilitate, fiind necesard identificarea actelor normative
ale Uniunii Europene avute in vedere.

Totodatd, precizdm ca, referitor la expresia ,norme tehnice
e[DAS”, Regulamentul (UE) nr. 910/2014 prevede, la art. 8 alin. (3), ca
wpand la 18 septembrie 2015, tindnd cont de standardele internationale
relevante §i sub rezerva alineatului (2), Comisia stabileste, prin
intermediul unor acte de punere in aplicare, specificatiile tehnice,
standardele si procedurile minime, in raport cu care sunt determinate
nivelurile de asigurare scdzut, substantial si ridicat pentru mijloacele
de identificare electronica”.

La alin. (3), redactarea este susceptibild de interpretdri neunitare,
in sensul cd poate fi inteleasa fie ca instituire a unei obligatii in sarcina
entitdtilor publice de a implementa mecanismul de autentificare, fie ca
instituire a unei obligatii de utilizare, 1n sarcina persoanelor enumerate,
a mecanismului respectiv. Or, o asemenea interpretare ar intra In
contradictie cu alin. (4), care consacra caracterul voluntar al utilizarii
de citre beneficiarii serviciilor electronice publice. Prin urmare, pentru
claritate, propunem urmatoarea formulare a normei:

»(3) Entitiitile publice au obligatia si integreze in platformele
digitale publice mecanismul national de identitate digitala ROelD sau,
dupid caz, un serviciu de identificare electronicd acreditat, ca
mecanism unitar de autentificare electronica, in vederea accesirii
serviciilor electronice publice de citre urmitoarele categorii de
persoane:”.

La lit. b), din text se va elimina litera ,,a”.

La lit. ¢), pentru un plus de rigoare normativd si tehnicd,
recomandidm ca partea finald a normei si fie redactata astfel: ,.... accesul
la platformele digitale publice care utilizeazi un mecanism de




autentificare de tip single sign-on, prin care sunt furnizate servicii
electronice publice”.

La lit. d), referitor la expresia ,,solutionarea unei cereri, petitii
solicitiri sau altele asemenea”, in cazul In care ipoteza este cea
previzutd de Ordonanta Guvernului nr. 27/2002, potrivit cireia ,,prin
petitie se intelege cererea, reclamatia, sesizarea sau propunerea (...)”,
pentru concizie, recomanddm ca partea finald a normei si fie
reformulati astfel: ,,solutionarea petitiilor”.

La alin. (4), pentru un plus de rigoare in exprimare, sugerdm ca
partea finald a normei si redati astfel: ,,... accesul la serviciile publice
la care au dreptul, prin alte mijloace prevazute de lege”.

La alin. (6), pentru acelasi considerent, propunem urmétoarea
formulare:

,(6) Entitatile publice acceptd, in condititle stabilite de
Regulamentul (UE) nr. 910/2014, mijloacele de identificare electronica
emise In cadrul unui sistem de identificare electronica notificat,
precum si portofelele europene pentru identitatea digitald furnizate
sau recunoscute n temeiul acestuia, fird a supune utilizatorii unor
cerinte suplimentare, altele decit cele prevazute de regulament sau
actele adoptate in aplicarea acestuia”.

10. La art. 4 alin. (2) teza intii, penfru un plus de rigoare
normativd, propunem ca expresia ,,specificului de confidentialitate a
informatiilor” si fie inlocuitd cu sintagma ,,regimului informatiilor
clasificate”. La teza a doua, sintagma ,ministerele de resort” este
imprecisa si susceptibild de a exclude autoritafi sau institutii publice
relevante care nu au rang de minister, inclusiv institutii cu atributii in
domeniul apéririi, ordinii publice si securitdtii nationale. Prin urmare,
este necesara revederea si reformularea normei propuse.

11. La art. 5, pentru acelasi considerent, recomandim urmétoarea
formulare:

,Art. 5. - Platformele digitale publice in curs de dezvoltare sau
achizitie, precum si cele in curs de integrare cu sistemele informatice
nationale sunt proiectate astfel incit sd permitd implementarea
mecanismului national de identitate digitaldi ROelID. Dispozitiile
prezentului articol se aplicd platformelor digitale publice pentru care,
la data intririi in vigoare a prezentei legi, nu a fost initiata
procedura de achizitie publica sau, dupi caz, nu a fost incheiat un
contract avind ca obiect dezvoltarea, achizitionarea ori integrarea
acestora’”.




12. La art. 6, considerdm ci textul preconizat pentru alin. (1) se
regdseste tematic la norma propusd pentru art. 8 (a se vedea, 1n acest
sens, observatia formulatd pentru norma respectivi).

La alin. (2), considerdm cd norma preconizatd este de natura
dispozitiilor finale si ar trebui sd facd obiectul unui alineat distinct in
cuprinsul art. 11.

Totodatd, semnaldm cd ,;mecanismul national de identitate
digitald ROeID” nu poate fi subiect activ al implement&rii unor cerinte
tehnice si operationale, o astfel de responsabilitate fiind de competenta
unei institutii publice, de exemplu ADR. De asemenea, expresia
,ROeID este proiectat astfel incdt sd implementeze” sugereazi ca
sistemul este incéd e in faza de design, desi acesta este deja functional.

Prin urmare, recomand&m ca norma si aiba urméitoarea formulare,
in masurd in care aceasta corespunde intentiei de reglementare:

-3 In termen de 18 luni de la data intririi in vigoare a
prezentei legi, ADR asigura dezvoltarea si adaptarea mecanismului
national de identitate digitalda ROelID astfel incit acesta si
indeplineascd cerintele tehnice si operationale aplicabile
portofelului european pentru identitatea digitald, potrivit
prevederilor Regulamentului (UE) nr.910/2014 si ale actelor
adoptate In aplicarea acestuia™.

La alin. (3), denumirea actului normativ al Uniunii Europene va
fi redatd astfel: ,,Regulamentului (UE) 2016/679 al Parlamentului
European si al Consiliului din 27 aprilie 2016 privind protectia
persoanelor fizice in ceea ce priveste prelucrarea datelor cu caracter
personal si privind libera circulatie a acestor date si de abrogare a
Directivei 95/46/CE (Regulamentul general privind protectia
datelor)”.

La alin. (4), expresia ,,documentatia tehinca” va fi redactata corect
,documentatia tehnici”. De asemenea, sintagma ,alte date
informatice” este lipsitd de precizie i previzibilitate in contextul dat,
motiv pentru care propunem revederea si reformularea sintagmei
respective.

13. La art. 7, nu rezultd care este natura juridica a comitetului de
integrare a mecanismului national de identitate digitald ROelD.
Raportat la atributiile enumerate, rolul acestuia este mai degraba acela
al unui compartiment din structura organizatoricd a Autoritatii pentru
Digitalizarea Roméniei, caz 1n care acest aspect f{ine de organizarea
internd a Autoritdtii, reglementatd prin Hotérdrea Guvernului
nr. 89/2020, si nu de o normaé de nivelul legislatiei primare.
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Sub rezerva observatiei anterioare, referitor la norma preconizati
pentru lit. ¢), considerdm cé un astfel de comitet/compartiment nu poate
avea drept atributie testarea si validarea conturilor utilizatorilor.

14. La art. 8, apreciem ci Inrolarea trebuie si fie legatd de nivelul
de asigurare al mijlocului de identificare -electronicd (scdzut,
substantial, ridicat) si de cerintele minime aferente fiecdrui nivel, astfel
cum prevede Regulamentul (UE) nr. 910/2014. Totodat, expresia ,,alte
mijloace conforme cu standardele digitale europene” este lipsitd de
precizie si previzibilitate, Intrucit nu rezultd care sunt aceste standarde.

Prin urmare, recomandim ca stabilirea metodelor de inrolare si a
celorlalte elemente procedurale si tehnice sa fie realizate prin normele
metodologice de aplicare a legii, caz in care art. 8 ar putea avea
urmatorul cuprins:

sArt. 8. - (1) Inrolarea in mecanismul national de identitate
digitald ROeID a persoanelor previzute la art. 3 alin. (3) se realizeazi
prin metode de verificare a identitatii stabilite in functie de nivelul
de asigurare necesar.

(2) Metodele si procedurile de inrolare, precum si standardele
tehnice aplicabile se stabilesc prin normele metodologice de
aplicare a legii, cu respectarea legislatiei privind protectia datelor
cu caracter personal”.

15. La art. 9 lit. a), expresia ,,care au implementat mecanismului
national” va figura sub forma ,care au implementat mecanismul
national”.

La lit. d), nu rezultd dacd norma se referd la starea ROeID ca
sistem national sau la stadiul integririi la nivelul fiecdrei entitati
publice. Prin urmare, recomanddm completarea normei cu o prevedere
potrivit cdreia categoriile de mentiuni privind progresul tehnic si
statusul operational al mecanismului se stabilesc prin normele
metodologice de aplicare a legii.

16. La art. 10 alin. (1), 1n ceea ce priveste norma de trimitere la
dispozitiile art.3 alin. (1) - (3), precizim ci doar alin. (1) al art. 3
stabileste o obligatie a cdrei incdlcare sd poatd fi stabiliti drept
contraventie.

Astfel, alin. (2) prevede modalitatea de acreditare a serviciilor de
catre ADR, Insa nerespectarea acestor dispozitil nu ar putea constitui o
contraventie care, potrivit art. 10 alin. (2), se constata si se sanctioneazi
tot de cétre ADR.

Totodatd, alin. (3) al art. 3 stabileste categoriile de persoane
pentru care este obligatorie asigurarea identitdtii electronice, insd
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obligatia In sine este previzutd la alin. (1) al aceluiasi articol, in
cuprinsul cdruia se regaseste deja o trimitere la alin. (3).

Prin urmare, pentru corectitudinea reglementrii, sintagma ,,art. 3
alin. (1) - (3)” trebuie inlocuita cu expresia ,,art. 3 alin. (1)”.

Pe de alta parte, In ceea ce priveste trimiterea la dispozitiile art. 5,
semnaldm cd din redactarea acestei din urma norme nu rezulti cu
suficientd claritate care sunt persoanele fizice sau juridice cérora le
incumba obligatia prevazutd de text. Se impune, de aceea, reanalizarea
si reformularea art. 5, astfel incdt subiectii activi ai contraventiei
constdnd in incalcarea dispozitiilor acestuia si reiasd cu precizia
necesara.

Referitor la norma din alin. (2), prin care sunt stabiliti agentii
constatatori ai contraventiilor, precizdm ca dispozitia ar trebui si aiba
in vedere ,,persoanele imputernicite din cadrul ADR”, intrucét conform
art. 15 alin. (1) din Ordonanta Guvernului nr. 2/2001 agenti constatatori
pot fi persoamele anume previzute in actul normativ, si nu anumite
institutii ori autoritati.

17. La art. 11, pentru respectarea normelor de tehnici legislativa,
propunem disjungerea lui in doud articole distincte, marcate in mod
corespunzitor, urmind ca textul previzut pentru actualul alin. (2) sa
fie mutat 1n fata normei care prevede intrarea in vigoare a legii.

La actualul alin. (2), in acord cu norma previdzutd la art. 6
alin. (1), termenul ,;norme” va fi inlocuit cu sintagma ,normele
metodologice”.

PRESEHINTE

Florin IORTIACHE

Bucuresti
Nr. 1092/29.12.2025






